**OPIS PRZEDMIOTU ZAMÓWIENIA**

|  |  |  |  |  |
| --- | --- | --- | --- | --- |
| Lp. | Nazwa szkolenia | Opis przedmiotu zamówienia | Wymagania obowiązkowe | Terminy szkoleń |
| 1 | AWS Security Essentials | Szkolenie wprowadzające do bezpieczeństwa w chmurze Amazon Web Services. Uczestnicy poznają najlepsze praktyki w zakresie ochrony danych, zgodności, kontroli dostępu i zarządzania tożsamościami w środowisku AWS. | - Szkolenie prowadzone przez akredytowany podmiot (AWS Training Partner)- Wydanie certyfikatu ukończenia szkolenia- Cena zawiera egzamin, jeśli jest wymagany | Maj, czerwiec |
| 2 | Developing on AWS | Szkolenie dla programistów tworzących aplikacje działające w chmurze AWS. Obejmuje m.in. usługi compute, storage, database, messaging, API Gateway i Lambda. | - Prowadzenie przez akredytowanego partnera AWS- Certyfikat uczestnictwa- Cena zawiera egzamin, jeśli wymagany | Maj, czerwiec |
| 3 | ITIL® 4 Foundation | Podstawowe szkolenie z zakresu zarządzania usługami IT zgodnie z metodyką ITIL® 4. Uczestnicy zdobywają wiedzę o cyklu życia usług i kluczowych praktykach ITSM. | - Szkolenie realizowane przez akredytowaną organizację szkoleniową (ATO)- Oficjalny egzamin ITIL® 4 Foundation wliczony w cenę- Wydanie certyfikatu ITIL® 4 Foundation | Wrzesień, październik |
| 4 | MS-55372: Microsoft Azure Advanced Administration | Zaawansowane szkolenie administracyjne dla specjalistów IT zarządzających środowiskiem Microsoft Azure. Obejmuje m.in. automatyzację, zarządzanie tożsamościami, monitorowanie i backup. | - Szkolenie prowadzone przez akredytowanego partnera Microsoft (Learning Partner)- Certyfikat ukończenia- Egzamin (jeśli wymagany) wliczony w cenę | Maj, czerwiec |
| 5 | CompTIA Security+ Prep Course | Kurs przygotowawczy do egzaminu CompTIA Security+, obejmujący zagadnienia z zakresu bezpieczeństwa sieci, zagrożeń, zarządzania ryzykiem i kryptografii. | - Szkolenie prowadzone przez partnera CompTIA- Certyfikat ukończenia- Cena zawiera oficjalny egzamin CompTIA Security+ | Maj, czerwiec |
| 6 | Certified Ethical Hacker (CEH) v13 | Szkolenie z zakresu etycznego hackingu, zawierające m.in. testy penetracyjne, wykrywanie podatności, analizę malware oraz bezpieczeństwo aplikacji webowych. | - Prowadzone przez autoryzowany ośrodek EC-Council (ATC)- Wydanie oficjalnego certyfikatu CEH v13- Egzamin CEH v13 wliczony w cenę | Październik, listopad |