*Załącznik nr 11*

**Zamawiający: Rejonowy Zarząd Infrastruktury**

**ul. Podchorążych 33**

**85-915 Bydgoszcz**

**Wykonawca:**

………………………………………………………………………………

*(pełna nazwa/firma, adres, w zależności od podmiotu: NIP/PESEL, KRS/CEiDG)*

reprezentowany przez:

………………………………………………………………………………

*(imię, nazwisko, stanowisko/podstawa do reprezentacji)*

**Oświadczenie wykonawcy o spełnianiu wymagań związanych z ochroną informacji niejawnych**

**składane w postępowaniu o udzielenie zamówienia publicznego w procedurze przetargowej na:**

Realizacja robót budowlanych dla zamierzenia inwestycyjnego pn. „Budowa magazynu MPS PWL w K-8685 w Bydgoszczy” – zadanie 11336.

**spr. nr WIB/TP1/4/R/6**

Ja, niżej podpisany oświadczam, co następuje:

Osoby, które będą realizowały niniejsze zamówienie posiadają uprawnienia niezbędne do realizacji przedmiotu zamówienia w zakresie ochrony informacji niejawnych zgodnie z wymaganiami SWZ, posiadają aktualne poświadczenia bezpieczeństwa lub upoważnienia do dostępu do informacji niejawnych o wymaganej klauzuli i aktualne przeszkolenie z zakresu ochrony informacji niejawnych.

Ponadto posiadam:

1. Kierownika budowy z uprawnieniami budowlanymi o specjalności architektonicznej oraz konstrukcyjno – budowlanej, kierownika robót teletechnicznych, kierownika robót elektrycznych i elektroenergetycznych, kierownika robót sanitarnych, kierownika robót drogowych, oraz geodetą, którzy posiadają aktualne poświadczenia bezpieczeństwa lub pisemne upoważnienia wydane przez kierownika jednostki organizacyjnej upoważniające do dostępu do informacji niejawnych o klauzuli „Zastrzeżone” oraz zaświadczenia o odbyciu szkolenia w zakresie ochrony informacji niejawnych;

2)  Ważną koncesją wydaną przez Ministerstwo Spraw Wewnętrznych i Administracji na prowadzenie działalności w zakresie ochrony osób i mienia,

1. Instalatorów systemów alarmowych posiadających odpowiednie świadectwa ukończenia kursów w zakresie projektowania i instalowania systemów alarmowych oraz posiadających pisemne upoważnienia do dostępu do informacji niejawnych o klauzuli „Zastrzeżone” oraz zaświadczenia o odbyciu szkolenia w zakresie ochrony informacji niejawnych;
2. Wymagane ustawą dokumenty dotyczące ochrony informacji niejawnych w swojej firmie;
3. System teleinformatyczny posiadający akredytację bezpieczeństwa teleinformatycznego z możliwością przetwarzania informacji o klauzuli "ZATRZEŻONE";
4. Zaświadczenie właściwego komendanta wojewódzkiego Policji o dokonaniu wpisu na listę kwalifikowanych pracowników zabezpieczenia technicznego;

Zatrudniam:

1) Pełnomocnika ds. ochrony informacji niejawnych, który musi posiadać aktualne poświadczenia bezpieczeństwa lub pisemne upoważnienia wydane przez kierownika jednostki organizacyjnej upoważniające do dostępu do informacji niejawnych o klauzuli „Zastrzeżone” oraz zaświadczenie o odbyciu specjalistycznego szkolenia w zakresie ochrony informacji niejawnych wydane przez SKW lub ABW;

2) Pracownika pionu ochrony pełniącym funkcję inspektora bezpieczeństwa teleinformatycznego, który posiada aktualne poświadczenia bezpieczeństwa lub pisemne upoważnienia wydane przez kierownika jednostki organizacyjnej upoważniające do dostępu do informacji niejawnych o klauzuli „Zastrzeżone” oraz zaświadczenie o odbyciu szkolenia specjalistycznego w zakresie bezpieczeństwa teleinformatycznego wydane przez ABW lub SKW;

3) Osobę pełniącą funkcję administratora systemu teleinformatycznego, która posiada aktualne poświadczenia bezpieczeństwa lub pisemne upoważnienia wydane przez kierownika jednostki organizacyjnej upoważniające do dostępu do informacji niejawnych o klauzuli „Zastrzeżone” zaświadczenie o odbyciu szkolenia specjalistycznego w zakresie bezpieczeństwa teleinformatycznego i wydane przez ABW lub SKW;

**Wykonawca powinien wykazać, że posiada:**

1) Kancelarię lub pomieszczenia umożliwiające prowadzenie prac z niejawną dokumentacją zgodnie z opracowaną oraz zatwierdzoną przez Kierownika Jednostki Organizacyjnej „Instrukcją dotyczącą sposobu i trybu przetwarzania informacji niejawnych o klauzuli ”Zastrzeżone” oraz zakres i warunki stosowania środków bezpieczeństwa fizycznego w celu ich ochrony;

2) akredytowany systemem teleinformatyczny przeznaczony do przetwarzania informacji niejawnych o klauzuli "ZATRZEŻONE" lub wyżej;

…………………………………

*(podpis)* …………….……. *(miejscowość),* dnia ………….……. r.