Załącznik 0.11.

Zarzadzanie Bezpieczeństwem Informacji przez Wykonawcę WZÓR

1. Wykonawca zobowiązany jest do ochrony danych i informacji przetwarzanych w Systemie P&R i aplikacjach CNS.
2. Ochrona winna mieć charakter wieloaspektowy nakierowany na osiąganie efektu.
3. Główne wytyczne dla bezpieczeństwa informacji.
   1. Sformułowanie i stosowanie Polityki Bezpieczeństwa w zakresie objętym postępowaniem.
   2. Sformułowanie i stosowanie Polityki Utrzymania Ciągłości Działania w zakresie objętym postępowaniem.
   3. Implementowanie w procedurach Wykonawcy rekomendacji ISO27001 oraz wymagań RODO.
4. Wybrane szczegółowe wytyczne związane z ochroną bezpieczeństwa danych:
   1. Adekwatność uprawnień w systemach komputerowych Personelu Wykonawcy z faktyczna rolą danej osoby w przedsiębiorstwie Wykonawcy.
   2. Minimalizacja uprawnień dla Personelu Wykonawcy – osoba ma dostęp tylko do tego co jest jej potrzebne dla realizacji pracy.
   3. Dokumentowanie aktywności Personelu i analiza Logów w zakresie objętym postępowaniem.
   4. Prowadzenie systematycznych szkoleń dla Personelu Wykonawcy.