UMOWA POWIERZENIA PRZETWARZANIA DANYCH OSOBOWYCH

**zawarta w dniu …………………………… roku w Chrzanowie**

pomiędzy:

**Szpitalem Powiatowym w Chrzanowie, ul. Topolowa 16, 32-500 Chrzanów,**

KRS: 0000015881, NIP: 628-19-16-916, REGON: 00031010800000

reprezentowanym przez:

**Dyrektora – Artura Baranowskiego**

zwanym dalej **„Zleceniodawcą”**,

a

…………………………………………………………………………………………………………………..

reprezentowanym przez:

…………………………………………

…………………………………………

zwanym dalej **„Zleceniobiorcą”**,

łącznie zwanych „Stronami”

# **§ 1**

# **Wstęp i Definicje**

1. Mając na uwadze, że:
2. Strony zawarły umowę nr ………………….. dotyczącą **dostawy aktualizacji oprogramowania Kamsoft** dla Szpitala Powiatowego w Chrzanowie. (zwane dalej „Umową główną”),
3. w związku ze świadczeniem przez Zleceniobiorcę usług w ramach Umowy głównej dochodzi lub może dochodzić do przetwarzania danych osobowych w imieniu Zleceniodawcy,

Strony postanowiły zawrzeć umowę powierzenia przetwarzania danych osobowych o następującej treści.

1. Użyte w niniejszej umowie określenia będą miały następujące znaczenie:
2. **Rozporządzenie RODO** – oznacza rozporządzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony osób fizycznych w związku z przetwarzaniem danych osobowych i w sprawie swobodnego przepływu takich danych oraz uchylenia dyrektywy 95/46/WE (ogólne rozporządzenie o ochronie danych);
3. **Umowa główna** – oznacza zawartą przez Strony umowę, o której mowa w ust. 1 pkt 1 niniejszej umowy;
4. **Usługi** – oznaczają usługi, będące przedmiotem Umowy głównej;
5. **Sprzęt i infrastruktura informatyczna** – oznacza wykaz sprzętu i usług określonych w Umowie Głównej;
6. **Administrator** – oznacza osobę fizyczną lub prawną, organ publiczny, jednostkę lub inny podmiot, który samodzielnie lub wspólnie z innymi ustala cele i sposoby przetwarzania danych osobowych;
7. **Dane osobowe** – oznacza dane w rozumieniu art. 4 pkt 1 Rozporządzenia RODO, tj. wszelkie informacje dotyczące zidentyfikowanej lub możliwej do zidentyfikowania osoby fizycznej;
8. **Podmiot przetwarzający** – oznacza osobę fizyczną lub prawną, organ publiczny, jednostkę lub inny podmiot, który przetwarza dane osobowe w imieniu administratora;
9. **Państwo trzecie** – oznacza państwo nienależące do Europejskiego Obszaru Gospodarczego;
10. **Dzień roboczy** – każdy dzień od poniedziałku do piątku z wyłączeniem dni ustawowo wolnych od pracy.

# **§ 2**

# **Przedmiot umowy - polecenie przetwarzania, charakter i cel przetwarzania**

1. W związku z wykonywaniem Umowy głównej przez Zleceniobiorcę, Zleceniodawca (jako **Administrator danych osobowych)** powierza Zleceniobiorcy (**Podmiotowi przetwarzającemu)** przetwarzanie danych osobowych, określonych w § 3 ust. 2 niniejszej umowy (dalej: Dane osobowe), a Zleceniobiorca zobowiązuje się do ich przetwarzania - w imieniu Zleceniodawcy lub na jego zlecenie - na warunkach opisanych w niniejszej umowie
2. Zleceniodawca oświadcza, że spełnił wszelkie warunki legalności przetwarzania danych osobowych. Zleceniodawca zapewnia, że posiadane przez niego i powierzane Zleceniobiorcy do przetwarzania dane osobowe zostały zgromadzone i udostępnione Zleceniobiorcy zgodnie z obowiązującymi przepisami prawa. Zleceniobiorca uprawniony jest do przetwarzania powierzonych mu Danych osobowych wyłącznie w celu wykonania zobowiązań wynikających z Umowy głównej, w związku z którą następuje przetwarzanie danych osobowych, w zgodności z Rozporządzeniem RODO oraz innymi powszechnie obowiązującymi przepisami prawa oraz w zakresie niezbędnym do realizacji ww. Umowy głównej, tj. w szczególności w celu:
3. świadczenia usług wdrożenia oprogramowania, instalacji sprzętu, jego konfiguracji, uruchomienia i wdrożenia o którym mowa w Umowie głównej.
4. realizacji dodatkowych czynności związanych z przedmiotem Umowy głównej, w szczególności przyjmowania zgłoszeń serwisowych i szkoleń personelu Zleceniodawcy.
5. Zleceniobiorca informuje Zleceniodawcę, iż w jego organizacji został powołany inspektor ochrony danych.
6. Zleceniobiorca może przetwarzać dane osobowe wyłącznie na terenie Europejskiego Obszaru Gospodarczego (dalej „EOG”). W skład EOG wchodzą następujące państwa: wszystkie kraje Unii Europejskiej oraz Islandia, Norwegia, Liechtenstein. Zleceniobiorca nie ma prawa do przekazywania danych osobowych do państw trzecich.
7. Przetwarzanie danych osobowych przez Zleceniobiorcę odbywa się odpłatnie – w ramach wynagrodzenia za usługi określone w danej Umowie głównej, w związku z którą następuje przetwarzanie danych osobowych.

# **§ 3**

# **Dane osobowe podlegające przetwarzaniu**

1. Przetwarzaniu podlegają dane w postaci elektronicznej.
2. Przetwarzaniu podlegają dane osobowe dotyczące następujących kategorii:
3. dane osobowe personelu Zleceniodawcy,
4. dane osobowe pacjentów Zleceniodawcy,
5. dane osobowe kontrahentów Zleceniodawcy.
6. Zakres przetwarzanych przez Zleceniobiorcę danych osobowych może obejmować:
7. dane identyfikacyjne takie jak: (imię, nazwisko, PESEL, data urodzenia, NIP itp.),
8. dane adresowe i teleadresowe takie jak: (adres zamieszkania, adres korespondencyjny, adres poczty elektronicznej, nr telefonu itp.),
9. dane finansowe takie jak: (kwoty wynagrodzeń, kwoty z faktur, dane składek ubezpieczeniowych itp.),
10. Dane służbowe takie jak: (zajmowane stanowiska, informacje o absencjach itp.),
11. Szczególnych kategorii dane osobowe takie jak: (dane o stanie zdrowia, dane dotyczące karalności itp.)
12. Rodzaje danych osobowych, do których Zleceniobiorca będzie uzyskiwał dostęp ograniczają się do danych osobowych przetwarzanych przy wykorzystaniu sprzętu i oprogramowania, o którym mowa w Umowie głównej.

# **§ 4**

# **Przedmiot przetwarzania**

1. Zleceniobiorca jest uprawniony do wykonywania na danych osobowych wszelkich zautomatyzowanych lub niezautomatyzowanych operacji przetwarzania uzasadnionych i niezbędnych dla realizacji usług będących przedmiotem danej Umowy głównej, w związku z którą następuje przetwarzanie danych osobowych, i które mogą obejmować m.in.: przechowywanie, modyfikowanie, aktualizowanie, pobieranie, przeglądanie, przesyłanie, łączenie, ograniczanie, usuwanie, archiwizowanie.
2. Dane osobowe przechowywane są na infrastrukturze Zleceniodawcy w tym na serwerach Zleceniodawcy zlokalizowanych w siedzibie Zleceniodawcy. Dane osobowe, o ile zostaną przekazane Zleceniobiorcy, będą przechowywane na infrastrukturze Zleceniobiorcy w tym na serwerach Zleceniobiorcy zlokalizowanych w siedzibie Zleceniobiorcy. Jednocześnie Zleceniodawca dopuszcza przetwarzanie danych osobowych przez Zleceniobiorcę w sposób zdalny, w takim przypadku o sposobach zabezpieczenia połączenia zdalnego decyduje Zleceniodawca a Zleceniobiorca zobowiązuje się stosować do wytycznych Zleceniodawcy w tym zakresie.

# **§ 5**

# **Dalsze powierzenie przetwarzania danych**

1. Zleceniobiorca jest uprawniony do korzystania z usług innego podmiotu przetwarzającego w trakcie realizacji przetwarzania danych osobowych na podstawie niniejszej umowy, pod warunkiem poinformowania Zleceniodawcy o każdym planowanym dalszym powierzeniu przetwarzania danych osobowych oraz o wszelkich zamierzonych zmianach dotyczących dodania lub zastąpienia dotychczasowego podmiotu przetwarzającego przez innego usługodawcę lub o rezygnacji z usług innego podmiotu przetwarzającego, oraz z zastrzeżeniem ust. 2; informacja przekazywana będzie za pośrednictwem poczty elektronicznej Zleceniodawcy na adres wskazany w § 10. Zleceniobiorca zobowiązany jest do spełnienia w takim przypadku warunków dalszego powierzenia przetwarzania danych osobowych, o których mowa w ust. 2 i ust. 4 art. 28 Rozporządzenia RODO.
2. Zleceniodawca jest uprawniony do wyrażenia sprzeciwu wobec dalszego powierzenia przetwarzania danych osobowych podmiotowi wskazanemu przez Zleceniobiorcę w terminie 7 dni roboczych od otrzymania od Zleceniobiorcy informacji o planowanym dalszym powierzeniu ich przetwarzania innemu podmiotowi przetwarzającemu lub o zastąpieniu dotychczasowego podmiotu przetwarzającego przez inny podmiot. Brak sprzeciwu w powyższym terminie jest równoznaczny z wyrażeniem przez Zleceniodawcę zgody na dalsze powierzenie przetwarzania danych osobowych podmiotowi wskazanemu przez Zleceniobiorcę. W przypadku złożenia sprzeciwu przez Zleceniodawcę dalsze powierzenie przetwarzania danych osobowych przez Zleceniobiorcę podmiotowi objętemu sprzeciwem jest niedopuszczalne.
3. W przypadku powierzenia przetwarzania danych osobowych innemu podmiotowi, Zleceniobiorca jest zobowiązany do zapewnienia ochrony danych osobowych w sposób opisany w niniejszej umowie.

# **§ 6**

# **Obowiązki Zleceniobiorcy**

* + - 1. Zleceniobiorca zapewnia, że – zgodnie z wymaganiami Rozporządzenia RODO – dane osobowe Zleceniodawcy będą przetwarzane za pomocą zastosowanych odpowiednich środków technicznych lub organizacyjnych w sposób zapewniający odpowiednie ich bezpieczeństwo, w tym ochronę przed niedozwolonym lub niezgodnym z prawem przetwarzaniem oraz przypadkową utratą, zniszczeniem lub uszkodzeniem.
			2. Zleceniobiorca przetwarza dane osobowe wyłącznie na podstawie niniejszej umowy oraz na udokumentowane polecenie Zleceniodawcy przy czym udokumentowane polecenie Zleceniodawcy stanowi w szczególności polecenie wykonania usługi personelowi Zleceniobiorcy oddelegowanemu do lokalizacji Zleceniodawcy (polecenie takie może być wyrażone w dowolnej formie) lub wpis w elektronicznym systemie obsługi zgłoszeń, który jest wykorzystywany przez Strony w ramach realizacji zobowiązań wynikających z Umowy głównej.
			3. Zleceniobiorca:
1. dopuści do przetwarzania danych osobowych jedynie osoby działające z jego upoważnienia oraz których dostęp do danych osobowych jest niezbędny do wykonania usług określonych w danej Umowie głównej, w związku z którą przetwarzane są dane osobowe,
2. zapewni, aby osoby mające dostęp do danych osobowych zobowiązane były do zachowania tajemnicy w zakresie przetwarzania danych osobowych bez ograniczeń czasowych,
3. zapozna osoby upoważnione do przetwarzania danych osobowych z przepisami dotyczącymi ochrony danych osobowych i odpowiedzialnością za ochronę tych danych przed niepowołanym dostępem, nieuzasadnioną modyfikacją, zniszczeniem, nielegalnym ujawnieniem lub pozyskaniem danych osobowych.
	* + 1. Uwzględniając stan wiedzy technicznej, koszt wdrożenia systemu informatycznego oraz charakter, zakres, kontekst i cele przetwarzania danych osobowych oraz ryzyko naruszenia praw osób, których dane dotyczą, Zleceniobiorca wdrożył odpowiednie środki techniczne i organizacyjne, aby przetwarzanym danym osobowym zapewnić stopień bezpieczeństwa odpowiadający – z uwzględnieniem prawdopodobieństwa wystąpienia i wagi zagrożenia – ryzyku naruszenia praw lub wolności podmiotów danych w wyniku wykonywania niniejszej umowy.
			2. Ponadto, Zleceniobiorca - uwzględniając charakter wykonywanych czynności przetwarzania danych osobowych oraz dostępne Stronom informacje dotyczące danych osobowych powierzonych Zleceniobiorcy do przetwarzania na podstawie Umowy głównej, w związku z którą dane osobowe są przetwarzane:
4. w miarę możliwości pomaga Zleceniodawcy poprzez odpowiednie środki techniczne i organizacyjne wywiązać się z obowiązku odpowiadania na żądania osoby, której dane dotyczą w zakresie wykonywania jej praw określonych w Rozdziale III Rozporządzenia RODO;
5. uwzględniając charakter przetwarzania oraz dostępne mu informacje udziela Zleceniodawcy pomocy w wywiązaniu się z obowiązków wymienionych w art. 32‒36 Rozporządzenia RODO;
6. na żądanie Zleceniodawcy, niezwłocznie przekaże Zleceniodawcy wszelkie znajdujące się w dyspozycji Zleceniobiorcy informacje w zakresie niezbędnym do wykazania spełnienia obowiązków określonych w art. 28 Rozporządzenia RODO;
7. umożliwi Zleceniodawcy lub działającej w jego imieniu osobie trzeciej, z poszanowaniem zasad bezpieczeństwa informacji obowiązujących w przedsiębiorstwie Zlceniobiorcy, przeprowadzenie kontroli sposobu wywiązania się z wyżej wymienionych obowiązków, w tym również przez współdziałanie w przeprowadzeniu kontroli – na warunkach określonych w § 7.

Powyższe obowiązki pomocy będą wykonywane przez Zleceniobiorcę (w ramach wynagrodzenia określonego w Umowie głównej) w sytuacji, gdy Zleceniodawca nie ma możliwości wykonania danej czynności samodzielnie (we własnym zakresie) lub przy współdziałaniu ze strony osób trzecich innych niż Zleceniobiorca oraz wyłącznie w zakresie obiektywnie niezbędnym dla umożliwienia Zleceniodawcy wywiązania się przez niego z obowiązków wynikających z przepisów prawa. W innych przypadkach ww. obowiązki pomocy wykonywane będą przez Zleceniobiorcę w sposób i na warunkach odrębnie uzgodnionych przez Strony.

* + - 1. W przypadku stwierdzenia naruszenia ochrony danych osobowych przetwarzanych na zlecenie Zleceniodawcy, Zleceniobiorca, zgodnie z przyjętą przez niego procedurą, poinformuje o tym Zleceniodawcę niezwłocznie, nie później niż w terminie 36 godzin od stwierdzenia naruszenia przez Zleceniobiorcę (zgodnie z przyjętą przez niego procedurą); powiadomienie nastąpi przez przesłanie wiadomości za pośrednictwem poczty elektronicznej na adres Zleceniodawcy wskazany w § 10 niniejszej umowy.
			2. W przypadku rozwiązania Umowy głównej, w związku z którą następuje przetwarzanie danych osobowych, Zleceniobiorca zobowiązany jest zaprzestać przetwarzania danych osobowych przetwarzanych w ramach Umowy głównej i usunąć je lub dokonać ich anonimizacji w taki sposób, aby nie było możliwe ponowne ich odtworzenie. Zleceniobiorca jest obowiązany wykonać obowiązek, o którym mowa w zdaniu poprzednim, niezwłocznie, w terminie odrębnie uzgodnionym przez Strony, nie dłuższym jednak niż 30 dni od rozwiązania Umowy głównej (przy czym usunięcie danych z samych kopii zapasowych nastąpi stosownie do obowiązującej u Zleceniobiorcy procedury usuwania danych z kopii zapasowych), chyba że prawo Unii Europejskiej lub prawo Rzeczypospolitej Polskiej nakazują Zleceniobiorcy dalsze przechowywanie danych osobowych. W takim przypadku za przetwarzanie ww. danych po rozwiązaniu danej Umowy głównej Zleceniobiorca odpowiada jak administrator.
			3. Zleceniobiorca zobowiązuje się powiadamiać Zleceniodawcę niezwłocznie, nie później niż w ciągu 5 dni roboczych od stwierdzenia wystąpienia zdarzenia, o:
1. wszelkich żądaniach ujawnienia powierzonych przez Zleceniodawcę danych osobowych, zgłaszanych przez organy władzy publicznej, przed ich ujawnieniem, chyba że jest to z innych względów zabronione;
2. wszczęciu kontroli przez organ nadzorczy zajmujący się ochroną danych osobowych w związku z powierzeniem przez Zleceniodawcę Zleceniobiorcy przetwarzania danych osobowych, a także o wszelkich decyzjach lub postanowieniach administracyjnych wydanych wobec Zleceniobiorcy w związku z powyższym;
3. wszczętych lub toczących się postępowaniach administracyjnych, sądowych lub przygotowawczych związanych z powierzeniem przez Zleceniodawcę Zleceniobiorcy przetwarzania danych osobowych, a także o wszelkich decyzjach, postanowieniach lub orzeczeniach wydanych wobec Zleceniobiorcy w związku z powyższym;
4. incydentach skutkujących naruszeniem bezpieczeństwa przetwarzania przez Zleceniobiorcę Danych osobowych powierzonych przez Zleceniodawcę, w tym uzyskania przypadkowego lub nieupoważnionego dostępu do powierzonych danych osobowych, przypadkach zmiany, utraty, uszkodzenia lub zniszczenia powierzonych danych osobowych.
	* + 1. Zleceniobiorca niezwłocznie poinformuje Zleceniodawcę, jeżeli - jego zdaniem - wydane mu przez Zleceniodawcę polecenie stanowi naruszenie Rozporządzenia RODO lub innych przepisów Unii Europejskiej lub Rzeczypospolitej Polskiej w zakresie ochrony danych osobowych

# **§ 7**

# **Prawa i obowiązki Zleceniodawcy**

1. Poniższe postanowienia niniejszego paragrafu realizowane są z uwzględnieniem zasad obowiązującego u Zleceniobiorcy Systemu Zarządzania Bezpieczeństwem Informacji wdrożonego i utrzymywanego zgodnie z postanowieniami normy ISO/IEC 27001.
2. Zleceniobiorca (w ramach wynagrodzenia określonego w Umowie głównej) umożliwi Zleceniodawcy przeprowadzanie kontroli działań Zleceniobiorcy w zakresie przetwarzania danych osobowych zgodnie z niniejszą umową oraz obowiązującymi przepisami prawa dotyczącymi przetwarzania danych osobowych, w następujących przypadkach:
3. obowiązek przeprowadzenia kontroli został nałożony przez organ nadzoru,
4. przeprowadzenie kontroli jest konieczne dla wyjaśnienia naruszenia ochrony danych osobowych,
5. w celu zebrania informacji niezbędnych do wykazania spełnienia przez Zleceniodawcę obowiązków wynikających z niniejszej umowy oraz obowiązujących przepisów prawa dotyczących powierzenia przetwarzania danych osobowych - nie więcej niż jednej kontroli w roku kalendarzowym.
6. W każdym przypadku kontrola może być prowadzona przez Zleceniodawcę wyłącznie w zakresie, w jakim dane osobowe powierzone zostały Zleceniobiorcy przez Zleceniodawcę, bez uszczerbku dla tajemnicy przedsiębiorstwa Zleceniobiorcy oraz informacji poufnych należących do osób trzecich.
7. Zleceniodawca jest zobowiązany zawiadomić Zleceniobiorcę o zamiarze przeprowadzania kontroli z odpowiednim wyprzedzeniem, tj. na co najmniej 14 dni roboczych przed planowaną datą rozpoczęcia kontroli, wskazując proponowany dokładny zakres, termin oraz osoby upoważnione przez Zleceniodawcę do przeprowadzenia kontroli. Jeżeli przeprowadzenie kontroli przetwarzania nie będzie możliwe w terminie wskazanym przez Zleceniodawcę w zawiadomieniu, o którym mowa w zdaniu poprzednim (z uzasadnionych przyczyn, w szczególności z uwagi na liczbę kontroli zgłoszonych przez innych klientów Zleceniobiorcy), Zleceniobiorca poinformuje Zleceniodawcę o pierwszym możliwym terminie przeprowadzenia kontroli, przy czym informacja ta powinna być przekazana Zleceniodawcy - nie później niż 7 dni roboczych przed proponowaną datą rozpoczęcia kontroli; informacja taka zostanie przekazana za pośrednictwem poczty elektronicznej na adres wskazany w § 10. Zleceniobiorca ma prawo wniesienia uzasadnionych uwag na piśmie do proponowanego przez Zleceniobiorcę zakresu kontroli w szczególności gdy zakres ten zdaniem Zleceniobiorcy wykracza poza uprawnienia Zleceniobiorcy do kontroli podmiotu przetwarzającego zgodnie z przepisami Rozporządzenia RODO.
8. Kontrola przetwarzania w zakresie związanym z dostępem do pomieszczeń Zleceniobiorcy lub dostępem do systemów informatycznych, w których przetwarzane są dane osobowe, nie może trwać dłużej niż 3 dni robocze. Czynności kontrolne mogą być wykonywane w dni robocze w godzinach od 8:00 do 16:00.
9. Zleceniobiorca zobowiązany jest umożliwić przeprowadzenie kontroli, , a w szczególności udostępnić dokumentację, pomieszczenia i infrastrukturę techniczną w zakresie niezbędnym do przeprowadzenia takiej kontroli. Ponadto Zleceniobiorca jest obowiązany udzielić Zleceniodawcy niezbędnych informacji dotyczących wykonywania niniejszej umowy w zakresie przetwarzania danych osobowych.
10. Zleceniodawca dostarczy Zleceniobiorcy raport z przeprowadzonej kontroli. Raport zawierał będzie wnioski z kontroli oraz – jeśli okaże się to konieczne - uzgodnione przez Strony zakres i warunki ewentualnych zmian w zakresie przetwarzania danych osobowych przez Zleceniobiorcę. Po uzgodnieniu treści raport będzie podpisywany przez obie Strony.
11. Z zastrzeżeniem ust. 2, wszelkie koszty kontroli prowadzonych przez Zleceniodawcę lub przez osoby trzecie działające w imieniu i na rzecz Zleceniodawcy pokrywa Zleceniodawca.

# **§ 8**

# **Odpowiedzialność**

* + - 1. Zleceniobiorca odpowiada za szkody, jakie powstaną u Zleceniodawcy lub osób trzecich w wyniku niezgodnego z niniejszą umową przetwarzania przez Zleceniobiorcę danych osobowych z przyczyn zawinionych za które odpowiedzialność ponosi Zleceniobiorca.
			2. W przypadku wydania ostatecznej decyzji administracyjnej lub prawomocnego wyroku sądu, odnoszących się do przedmiotu niniejszej umowy, Strony wspólnie uzgodnią zmianę sposobu wykonywania zobowiązań wynikających z niniejszej umowy, umożliwiającą realizację ww. decyzji lub wyroku.

# **§ 9**

# **Czas trwania przetwarzania**

1. Przetwarzanie odbywa się w sposób ciągły przez cały okres obowiązywania danej Umowy głównej począwszy od dnia jej zawarcia.
2. Usługodawca może przetwarzać dane osobowe wyłącznie przez okres obowiązywania danej Umowy głównej, w związku z którą następuje przetwarzanie danych osobowych – chyba, że Strony uzgodnią inny termin przetwarzania danych osobowych w drodze odrębnego porozumienia.
3. Rozwiązanie lub wygaśnięcie Umowy głównej skutkuje równoczesnym rozwiązaniem niniejszej umowy w zakresie, w jakim dotyczy ona danych przetwarzanych w związku z daną Umową główną.

# **§ 10**

# **Komunikacja**

Wszelkie oświadczenia i powiadomienia wynikające z niniejszej umowy, składane przez Strony w postaci elektronicznej, winny być składane na następujące adresy poczty elektronicznej:

1. dla Zleceniodawcy: informatyka@szpital-chrzanow.pl
2. dla Zleceniobiorcy: ………………………………………….

# **§ 11**

# **Postanowienia końcowe**

1. Niniejsza umowa wchodzi w życie z dniem ……………………………………
2. W przypadku gdy Strony zawarły uprzednio jakąkolwiek umowę dotyczącą powierzenia przetwarzania danych osobowych w celu wykonania danej Umowy głównej, w związku z którą dane są przetwarzane przez Zleceniobiorcę, umowa taka przestaje w całości obowiązywać z chwilą wejścia w życie niniejszej umowy; niniejsza umowa zastępuje w całości wszelkie uprzednio zawarte przez Strony umowy bądź klauzule dotyczące powierzenia przetwarzania danych osobowych zawarte w Umowach głównych, w związku z którymi dane są przetwarzane przez Zleceniobiorcę.
3. Wszelkie zmiany lub uzupełnienia w niniejszej umowie wymagają zachowania formy, w jakiej umowa została zawarta, pod rygorem nieważności.
4. W kwestiach nieuregulowanych niniejszą umową mają zastosowanie przepisy prawa polskiego, w szczególności Kodeksu Cywilnego oraz Rozporządzenia RODO.
5. Ewentualne spory wynikłe na tle obowiązywania niniejszej umowy strony będą rozwiązywać polubownie na drodze konsultacji i negocjacji. W przypadku niepowodzenia konsultacji i negocjacji, o których mowa w zdaniu poprzednim, spory będą rozstrzygane przez sąd powszechny w Rzeczypospolitej Polskiej właściwy dla siedziby Zleceniodawcy.
6. Umowę sporządzono w dwóch jednobrzmiących egzemplarzach, po jednym dla każdej ze Stron.

\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_ \_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_\_

(pieczęć i podpis za Zleceniobiorcę) (pieczęć i podpis za Zleceniodawcę)